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Abstract

Surveillance systems require balancing public privacy with law enforcement's need for
forensic evidence recovery. Existing approaches either store raw face data (a privacy violation)
or embed residuals into videos (no cross-camera search capability). VectorChain introduces a
novel hybrid architecture that combines vector databases for real-time face-trajectory retrieval
with warrant-gated reversible reconstruction. Face ROIs extract privacy-preserving
embeddings (ArcFace+adversarial noise) indexed in Milvus for sub-second approximate
nearest neighbor (ANN) search across CCTV networks. Matching trajectories link to IPFS-
stored residuals via blockchain hashes, enabling pixel-perfect reconstruction only after warrant

verification.
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PRI R T WA T LB R R

33 Erg iRk 1%3\ > 2 & (Privacy-Preserving Embedding Generation)

.

\

BARWE e B kR BT 0 TR R AR GARRE SRR AR A
PR AET LRI S ER e Tt AT R TGO K iR Tk ARG P
NP PR - 0 B PR S PHAE D E *v'&*%ﬂr
= ##3] (Threat Model)
NS S AN R
LT EPR e R TR TR RS e B
2. TRESTEHAMNSE LT RR
T G AP TR A FRAG o v B R D R AR R
AR ER LB RREL SRS Sk TR B CRER
LFR e Bt S PEAT O RS R T TG TR %

$FUE P 3 F  (Adversarial Defense)

= P87 # | 9 e GAN-based »g],\ »E I s AR ON »h ~ B Y PEE S|~ SR
@?ﬂi’m@%ﬁﬁ%“*ﬁkﬁjibl—Wﬁ?ﬁEX”ﬁE
(-) ¥iHu3g 4  ArcFace

jdrt ArcFace %5 A St~ A i & RS 4 Sl U Ao 2 ()¢

es(cos 0y+m)

2)

LArcFace = _log es(cos 6y+m) + Z eScos 0;’
JEy

et

i yéﬁﬂ“ﬂ/\)‘f—ﬂﬁ?f’f}v\fx‘iﬁﬁa‘lﬁiiﬁﬁﬂ%i m HAREYE s LEK
CRGE ARG RARTZEY L EF RGN T?rr}p%i\gfﬂﬂ/,}r},i%r—gﬁ
FEF ehi it e & o
(=) 4> F i 4 (Inversion Loss)
AHCEUTEE TR 0 sl - B StyleGAN G AR L AR G EAGE
2 pOEEH ~ R B x o BB R RS 210):

Linvert = Ex-paalll x = G(¢(x)) 15+ Apip - FID(G (¢ (x)) Real)], 3)
HY % -8 f}f& l%\% R lxend i 4 > % 2 38 B2 Fréchet Inception Distance (FID)
T APHRELFHGAGL LR o Bl S A > F OB BT AR A
o gz fF ehe §auﬂgg “ o
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B & B iE P (Joint Optimization)
BEDIHP L EA] L SRR A 0 ¥ ;p.;,&l]q}-{ EFa o BB S B
NV 4

mén ['ArcFace (¢) (X), y) + Aadv/:'lnvert (G ((,'b (X))), (4)

B 0% 7 2 Sl Ay B RFE IR 2 B GG E ALY R T
Aagy = 010 12 53 BFFHRPHE % ocit BT o | HF G DB LS

3.4 R & 45 5 H (Hybrid Storage Architecture)

» Ie PR BN RACA G L R R i o~ EERT R PR R R 2R R
VectorChain # * - &= & ;%78 £ #4573 % #f (Hybrid Storage Architecture) » #-% o 57 &
AR P THARGF TR A LA WAETRE - G AN ER
i end BE4 2% (single point of failure) » I #-F BB E s 3 Bop gr s B o

341 » £ K : 3 A %% 3] (Vector Layer: Milvus)

Koo i By kU Rk E o A kAR T Milvus @

% face_trajectories e & » H FHLH & 4o Bl = 1o o

9
T |l
i

E£58%: "face_trajectories”
o| 1AL
3 - track_id (&, &)

| - embedding (FEHMBE, #HE-512)

5 - camera_id (&)

- timestamp (6413 75 EE &8Y)

- frame_range (&) -> "1500:1510"
- warrant_hash (5 &) -> SHA256

o] - ipfs_cid (FH8) > BEMEFERZ
|2 3|: HNSW (M=16, ef=200)

Bl- : Milvus & &% &

F-oLFTREHRE- FAGRP o ¢ F TR
o track id @ FLFNENW|AL 0 1T A A4
e embedding : 512 MHFEw & 0 &7 SR RIS DA Mg~
o camera_id ¥ timestamp @ 4 RIRFEF AL PERF T
e frame range : &t ;Zﬁ',% CHRZPREERER
o warrant hash : 4 jJx 322 & (SHA-256) > * >t {3 § 2%
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o ipfs cid: dpreddT AL TR 2N FHNE (CID) -
5L AT BT #8 (Approximate Nearest Neighbor, ANN) x> ki * HNSW
(Hierarchical Navigable Small World) % 51534 » £3X T M =16 ~ef =200 12 =433
TR N S A Y R RN ﬁ%%jﬂf;i,; VA e s EeT B BER
WAL A DTR > FPL TR FTHEGRREED > TRFRGFARLE -

342 % 2 K : RH.4aEAE (Ethereum L2/ Polygon)

R WEE e R enfRig 8 5 B % g 12 o VectorChain -
K e AL Ethereum 48 % Layer-2 (4 Polygon) } edffE & 579 » H

| struct TrajectoryRecord {

2 bytes32 trackId;

3| bytes32 embeddingHash; // SHA256 (embedding)
i| string ipfsCID; /I BEMNE

5 uint256 timestamp;

6 address officer;

7 bytes32 warrantHash; // BEBRTESHEE
sl }
0|mapping (bytes32 => TrajectoryRecord) public trajectories;

12| function authorizeReconstruction(bytes32 trackId, bytes memory warrant)
13| public authorized(warrant)

14 {

15 emit ReconstructionAuthorized (trackId, msg.sender, block.timestamp);

16|}

Rl= 4R & 545 6] (Solidity)
# — 4 TrajectoryRecord ¢ 3
trackld : ¥ v £ & 51 K 2 fph 2948
embeddingHash : 4 » & & 22 SHA-256 325 - * >t % M %3 |
ipfsCID 487 7% £ 3okt 2. L izdp ik s
timestamp : & > 2 FAERF R S
officer : #& 11 £ 225 R2 4z 4 | mab S
o warrantHash : 5587 #% (oracle) Sz 2 &2 £ Jhse% o
73—"%& qz CNERERCE 7 g\élﬁ‘z;;'p\ 2 @ TSR ’i;i’#iﬁﬁif%ﬂﬁﬂi R L RE:

,i
i ﬁ% >® ReconstrucuonAuthorlzed F oo PRI 'é‘i* R ER AV ERME
(non-repudiation) £ ¥ #£+% 4% (auditability) -
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343 % 3 & 48T A Lk (IPFS)

RABT AL T UG TRTEARESITF R F T AL

’%1
IPFS &7 7 RHL5N 5405 > % - P E- B R AP B> ¢ T 1T

@ |t

e —miy
=
‘“—1}% LK* =

koT A

l. DCT 4 #cm £: WHF A% ROl enF A3 > B N 6Es c TR A
L% v W%%wr%“Wﬁ%.%%’ﬁé&*ﬁ$?ﬁ&%o

2. &3 { £ 7 (Error-Correcting Codes): » #4735 i3 8 % ¥ L0 H.264 B4 L -

% gk * Reed-Solomon $n#% (n =255k = 223) » Fa s £ &R 472 @%J‘“ﬁﬁﬁ"“

m ¥ I FEfERS o
3. ~F# (MetadataJSON): ¢ 7 BRI/ ~ F L B3 EHA S * L2 F R

#HrE ROI &R o
BEEAR DI TR i‘«_?ﬁﬂf.‘t*?éﬂﬂ? B IPFS fefe? > ZARPFL F ¢
o WeH.4AK iz &)
o I FRenp n s
. l!i“id‘}@mﬁ:}:q,${ﬁ’

IR L TR AT E P I3 7% g
35 kP2 £ 42 (Warrant-Gated Reconstruction Pipeline)

P REFFES PRI LA FE 2T REY Vi iR R > VectorChain
N N ;}1; - BPRER 4P (warrant-gated) Gt gR o Bk SLIE K
AT M ERRGENE LN G A B GF RSB ER Y LD P2

E . EP% Y é\#%

ﬁﬁ~@%ﬁv*%%.#www%?ﬁfoﬁ@mﬁwépm@ra

iii;-,"—]\'—"’?ﬁ‘ FE.Q

A3 (Query Phase)

L—E Fa PQ 'F)\ ’ *
¢suspect = ArCFace(xsuspect) BE (S0 & B Milvus w8

GEAP MR TL T RAR R T B L EE 2L A G P e 2 58 (5)

AR R A ST B Xsuspect LTI B L Bﬁ"?}h »
+ ﬁ#ﬂ'[ﬁi PORTIT I BT A E > Y

topK = arg max cos (Dsuspects qbij) > 0.65. ®)

i

PR &13",}1’—3{ R Beedp RO H D R gﬁg; [ERAEL N 4&{*"%’ F hm L ke
FiRT v &% *i SR == 3-8 gl R F <

54
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£ k%@ P £ (Warrant Verification)
_EELFQP%%F—TF1E -H}_w_FElr'ﬁ]j\ *Q;‘;:Aﬁ
GG EINF N FRM Y R LN Y T 2

verify (warrant,judge pubkey) =? True. (6)

WE RS E £ gﬁg’%ﬁﬁi RN =2 £E3 7Y NNt 4P kdecrypt 54 s
BER BB L PR A A S R R EER T AT REET AR

K
sl—.” °

g}

e E (Reconstructlon)

B L RBREL P ASHE - BTROER (REAGEE T LMY I
L et i‘»ﬁ%:‘-}% DJ_CCTV i hsnd FHRERFRLE &0 B o

2. HATE I FZ B RHAE T2 P F NG (CID)0 b IPFS B8 ensy £ TR

(7
= IPFS.get(ipfs_cid).

3 & fRM  $7 L3817 Reed-Solomon f245 - 11 i3 4 F] H.264 B 45+ IQ%JV#?%
%:,k_mm wa
(8)

#f = ReedSolomon.decode(r}").

4. ROI #h :
MAREB S ehA L v B LA TR > 2R G e T
©)
ROl covered = Anonymized ROI + f'lt

P N EEY BB TIRISHET A LT A b @ LA B
BB et BT o MR R RE RS RER o

£ - %= (Experimental Evaluation)

SEREE

TR B S e A ks ks VectorChain A iR 48 4 %
FRELS TR S

B2 g P2 B o e ot £ IR o

4.1 F# & (Datasets)
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@ %3 & H* ChokePoint E"#’;;u’”"} BirssmR Al (1] 327G L A G138y
(Re-identification,Re-ID) #7 ® ¥ * 2 oB FTHE > EF I HPPpoepFafLisy
AT BE L o ChokePoint FALH £ 5 10T 3 gL
o 0 25 MAILFHEEPA TS DL BB RE
7 48 =7 Pﬁ%éé‘ﬂ ;

o BAEHIERY 25 [ EEY
e WHFFPEEYHFE BEIRFAAGILR-FAO LR EBWERKTER
CoFae e s GBS R LR -

218

RO ER BT ﬂ‘ﬂimﬁ’%vi HoRE AR E NG EEET L L B A
PrEg it gt B F 2 KR 5 ¢ http://arma.sourceforge.net/chokepoint/

42 F %= i (Baselines)

% > i VectorChain =% 33k 3H B35
oo FABESZABFEEI RAERS REYE
(=) Ris8E% (Raw Storage)

PR D R G R A R e AP d R AT 0 250 B
T SF VARG E% ' (upperbound) s fe B F AR P AEiE R R4 T ERE R A
R ARSI Y S

(=) E» E¥F (Milvus-only)

RSN APARES
#

R I S el

é;m

o

PR AR AR v BT Milvus T EGTHEF > A HERT
REAFA - FRIVERGRAR AT EZDFRT > v B E AL 2vuai > L &
A B ER G E R ahE T o
(=) UU-Net GE 8 # 7 3 #u))

PR IE N A T T a2 A5 R enl 333t o UU-Net #2% £ 530008 8 5 N i
HH-BPY LB FadiE o Ra o od A H 'Eﬁi/’\él’i’&é—%’%i% [P
PR A RERRAS O OR R R UM P RGE T RE T T ORIC S RS T

wHR
(= )Oracle L £ &

Oracle zﬁ} e BRI RAAGE GO T TR iR g% T
E - L A% SR A Ap PR HFIE 2 T 0 VectorChain € 2 & (4= PSNR)
gr TR E F LFEE’%‘J}!L"&E'O

KR @ o CL (8L 1) & C3(48LFf 3) TRl w B39 0.86 &r H
B R S 4 HERE ARG T ) 2] AR T 2 Erﬂliéf?.uiﬁiﬁiﬁ 0.60 5 * A
R B AR R L A3 e P RGBSR BE R o T Aoyt

"<

“J

,/
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C2 mAF s BRE2E > R TFHEF»ENF o | FIRE o

Detection Confidence Distribution by Camera
——

08

06

0.4

L

Confidence Score

0.2

0.0
P1E_S1_C1 P1E_S1_C2 P1E_S1.C3

Ble @ @R E R RFEF R (Camera-dependent Confidence)

BIBTNERB LA FAT T FALE ) Cl-C3 T A % g ik
S APHERBIERRITA X XS PIERTAE )8 A% + et <+
Ao NBREARE o AR RN R BPPURGCE S RF U BEAL
T2 PSNR £ a7 £ 2 H LRI ZTHRAG 2 R0 4 A7 H > @ 2t
W) R 45 S8 (CRF) iF % v

Face Area Distribution by Camera
250000 S

200000
150000

100000 ——

Face Area (pixels?)

50000 —

0 —_— e m— —

P1E_S1_C1 P1E_S1_C2 P1E_S1_C3

BT : 4% < B (FaceArea) ~ Wag P Ag4L & X B

Bl 5 A% ERAR BAEF TR Ra g i A %EH 2 7 b EPS PR
iméﬁf& B3 -ReFZRempES THEPR ) & THEPP 27017 %

PR EHEAEF SRS o BB % HE P VectorChain # * T A % #Lpn
(traJectory) IR AR R GE = A 2han s B o

‘:E\*
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Face Detection Heatmap Across Cameras

[ 1
N} w
(2] o

P1E_S1_C1

!Ii LR {
*I|I|||II (L]

]
.
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o o o
Number of Faces

1
o
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P1E_S1 _C3

|
o
o
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CESENCEE N PR TS LR Y S XA

LB A ERFHRY 0 A E%‘ﬁi&ﬁﬁé%f.é AL % 93 & person-camera
edi(F AL R A TE AN EJBBPP PN TR/ ) £ gF] 38 v B B 3
MEEP S BN 3919 - B SRR S S % 3995 rows » B+ ArcFace embedding

ELEREEG ENRAEVIREE - REPEES 5 S AmY A ®BEBY
a‘;t— RGO PR (a) T4 M i T11% (27/38) hk N A 3 S HERS

2.6% (1/38) 4 M A 2 S 0 263%(10/38) h4 ¥ I Ae | SEP

T2 % N4 ArcFace embedding &2 EFF 7 T RF A TBEFTREN > 2 LRFH
BERNERBT RTS8 7487 BARE - ot BHEPBKRE Leier L
TR A LSS T RE R TR R

B - (b)(c)(d) = I barchart ¥ 4rig 3 11 3= #ic (Total Appearances) C1 = 1695
(#~8) ~C2=1348 2 C3=876(# 1) > #ri— i 42#c (Unique Persons Detected) 4 #7 C2
=33 (58)~Cl=32% C3=28> % &= & Tl =x# (Average Appearances per
Person) %4 47 C1=53.0(& %) ~C2=40.8 2 C3=313- 7 Cl T i g & T & &
P i) Fak o FEPIER T R R AR & R §7I;(P\-‘"— Ak E REBIF) . C2 T B
Wi, B3 0 LT Rp ﬁ“%'?»{‘ AR RPN R RIS R & 2 C3
FEBR T REYRIRFAT LM & m%%;ﬁﬁ IS A MLE R OTITL LR

f
Y AR R 2 TRG/TARERF > FREFP 5 -AREF T h57a HF 7 A

[T 2
?@A°

18



I_ASA Communications of the CCISA
-——== Regular Paper
Vol. 31 No. 4 Nov. 2025

Person Distribution by Total Appearances by Camera
Camera Coverage 1695
§ 1500 A
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Bl- : 3R 4 B N1 (ArcFace) Wit

B~ PF b (Gantt) B 7 BRI E G AAIM > &R THEMBER > B ? " Person
Appearance Timeline Across Cameras | % JL5# = Person # 7 F Camera £ first/last frame
TR VEZIIEPHMAT PHEREBZAFERG ALAER > a2t 2 E o ind o A

FaEHs TEERLEES | A EBE 284 o ¥ VectorChain @ % > ¥k 2%
Je 12 Ttrajectory /segmentchain | T30 A LHEP RSP S F T R - REH L
(blde: B o F 10 & £ RARHERF§ r) o

Person Appearance Timeline Across Cameras
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A% & VectorChain' — & & & $AE M 4527 @ £ & 8418 L L G it ie & 7
oo BF RRACREEL A TEPRE THFLET AL 2 XFEY G
t—ﬁj&f?“ﬁ”"i CARET G WFEMEF LN EET §EE s ;; Y - E A
Ptk B F//w\‘?"fﬁlylj bib ) E PRI R EATR R R Y TR e B
i ig%?r fe )k 3 b o VectorChain #-'E4 R "% P FE~ 321 7 é] Bt s RN
PR 1Y 2 ArcFace 4t A EE#ER S ANN 0% ;02 Milvus » £ THER RS F)
et R DL R MQFME*V’ = i Hehd T Rl X8 IPFS WML

ARG ET G EE o g = }é]m SR HpA et Lr s LA RR
,{4\/, yu%‘mx{g ;%Fif‘.\};a‘;&xﬁ Kﬁf‘)‘;&FE'%ﬁ, » A2 | ;3% ‘?‘)\F %’I{? g ¥
FiEE L B d Xk o A 3 o VectorChain % 7 - A2 2 s ¢ L7 5%
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