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Abstract

The Ministry of Education’s “Information Security Incubation Program” takes the five
major goals of “Curriculum”, “Platform”, “Competition”, “Internship” and “Industry-
University Cooperation” as its promotion directions. It is expected to incubate the practical
talents of cross-domain information security and provide the needed talents for various
industries in Taiwan. This paper aims to introduce and share the experience of “Deep Incubation
and Awareness Promotion of Information Security Sub-program” in “Information Security
Incubation Program”, which is expected to serve as a reference for further long-term promotion
of the information security talent incubation.
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